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Dear colleague, 

Is 35.000 EUR  considered as an important sum in your enterprise? Sara D., manager of a Belgian SME, lost this amount of money by one simple click! 

One of her employees opened an attachment in an e-mail, unfortunately infected by a virus … Her computer was completely encrypted; so she could not access to the data of the enterprise, even not via the backup… It all went very fast: loss of important data, 10.000 bitcoins ransom, clients complaining. A real cost of 35.000 EUR due to one single click on an infected attachment.

This will not happen to you? You have secured servers and the latest state of the art antivirus software? That’s what Sara D. thought too… 

What about the human ‘firewall’ of your organisation? Your employees can be the weakest link in your security; but as well the strongest when it concerns security.

Sensitize them with the Cyber Security Kit: 
· Effective to expose attacks
· Didactic to learn the right reflexes
· Indispensable to warn and react quickly

What does this Kit offer you? 

· An e-mail to send to all your employees
· A poster campaign to distribute in your organisation
· A presentation to support your information sessions 

The Cyber Security Kit features instant ready material for the 3 most frequent and feared types of cyber attacks:
 
1. Hacking passwords:  so the security of professional and personal accounts is compromised.
2. Phishing: someone’s identity is abused (often by e-mail) to get access to confidential company info or bank data.
3. Social engineering or social hacking:  abuses the confidence of staff to get important information or to realize a money transfer in a fraudulent way.

Download the Cyber Security Kit
Download de Cyber Security Kit for free on our site. 

Do you need accompaniment?  
Enroll one of your staff members for a short presentation of the Cyber Security Kit, followed by an ask round.

And for a fast implementation in your enterprise, you can use the roadbook which we added to the Kit: an ‘attack scenario’ spread over 4 weeks which can be personalized depending on your means and priorities.

 
You want to commit yourself as entrepreneur?
Become member of the Cyber Security Coalition to stay informed on best practices and to help fight cyber criminality in Belgium.

Do you have questions? We are ready to answer them.

Protect your enterprise before it’s too late. 


Most sincerely, 


Cyber Security Coalition
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